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23. Data Protection Policy
The Data Protection officer is: Joanne Knight and any complaints or requests for information in the first instance must be directed to her.  If there is a breach in any data protection procedure, then this will be reported with 72 hours of the incident to the ICO to investigate and take any action necessary
For the purpose of gaining a good understanding of each child’s culture, background or other such information that may have a bearing on their safety, care and positive development, it is necessary for Play Station to request and hold sensitive personal data.  In order to comply with EYFS and Ofsted it is necessary to hold large amounts of data and this legal obligation overrides GDPR.
In the interests of both children and staff it is necessary for Play Station to hold further data that will include emergency contact details, qualifications, a current criminal records bureau certificate number and other such personal information. We will limit the access to this information by storing it in a locked cabinet and a password protected online.
Any personal data held by our organisation is collected for specified, explicit and legitimate purpose and is available to the persons to whom the data is about or has legal custody of this person only.  The data Play Station holds is not intended for the use of any other agency or organisation, unless a specific request is made by our governing body or social services.

The information provided by families and staff is treated as confidential and is recorded only as part of a relevant filing system.
We will only record limited information on forms that are shared, i.e. no dob or addresses etc.

We will only hold information for the required amount of time after which it will be destroyed in a compliant manner. 

As children are unable to give consent for their own data until they are 16 we as a childcare provider will accept consent from a parent/legal guardian.  This consent will be explicit, and parents will have to tick a box and sign to confirm they give consent.  This will be the case on staff application forms and staff will also be asked to tick a box and sign to confirm they give consent to hold such details.

Please review the E safety policy for further information regarding social media.

This policy has been designed in accordance and with respect to the General Data Protection Regulation (GDPR) 2018
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